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It’s the Law
[and Policy as well]

• Information Technology (IT) 
Management Reform Act [Clinger-
Cohen] of 1996
– Purpose: Streamline IT acquisitions and 

emphasize life cycle management of IT as 
a capital investment

“…a sound and integrated information 
technology architecture to provide a 
framework for evolving…”

• ASN RDA FORCEnet Policy Memo dtd
JUL 14 2005
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The Acquisition 
Challenge

• How to build and deliver an “operational 
concept and architectural framework…”

1. Define the requirement

2. Apply Systems Engineering to meet the 
requirement

3. Use acquisition structures

Across SYSCOMS, PEO’s, Commands and Agencies
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The Requirement
(Vision)
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Joint 
Command 

and Control 
Functional 
Concept

Functional 
Concept for
Battlespace 
Awareness

Joint Capabilities Integration 
and Development System

Concept to Capability

FORCEnet
Capabilities (15)

FORCEnet 
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~ 14 Tasks
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Uses Joint tasks and attributes to inform decompostion



Fn Impl.
Tool Suite

Requirements
Analysis

Functional
Analysis/Allocation

Synthesis

Requirements Loop

Design Loop

SE Process

Function

System

SoS / FoS

Schedule
& Cost

FORCEnet Data 
Taxonomy

Capability

Standards

OV-1

SV-6
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Concept
Refinement

Technology
Development

System Development
& Demonstration

Production & 
Deployment

Operations & 
Support

ICD

ISP

CPDCDD

Fn Cert.

DT/OT
Report

Budget

Prod.
ContractRFP Dev. 

Contract

CBA

POMXX

IOC

FY FY FY FYFYFY

Potential Technical Authority (TA)
"Touch-Points"

OV-1

SV-6

SV-4 SV-5

SV-8

TV-1

OV-6c

SV-10c
DODAF Products 

Impacting Program ISPs

SYSCOM/ASN
Approval

MDA
Fleet

Readiness
Process NNWC

PEO

SYSCOM

SHIPMAIN
Process

Fleet
Modern.
/Budget
Process

Joint and OtherCertifications

NCOW Ref Model

Architecture

DITSCAP

GiG

Guidance

(eg NESI)
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Why Collect Data?
Analysis Focus

CAPABILITY-BASED ANALYSIS FOR FUNDING DECISIONS

Achievable Program-level Analysis

Major Campaign Plan

Major Combat Operations

Operational Capabilities

Missions

Mission Threads

(eg “Conduct Theater Air Defense”)

1 to Many

Many to Many

Many to Many

Many to Many

Campaign consists of
Many types of operations

Each Operation uses many capabilities, and some
Capabilities are used for multiple Combat Operations

(eg “Plan/Coordinate with NCA”,
“Provide Force Protection”)

(eg “Fight the war in [country X]”)

(eg “Conduct Assault against [Y]”)

(eg “Strike a Time-sensitive Target”)

Etc.

Etc.
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Service
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InfrastructureInfrastructure

B2B Enterprise C2 Logic
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.
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Other FORCEnet Examples

• HM&E: Missile inbound sensed, automatic 
watertight door closure commences, Fuel 
Storage System transfer pumps stop/valves 
close, Ventilation System sets condition 
Zebra 

• Aviation: FAC on ground sharing terminal 
display with A/C, pointers to confirm target

• Medical: Automated query of personnel 
databases to identify biological agent 
vulnerabilities by person/unit in theater 
including Reserves/National Guard 



FORCEnet Organization
and

Guidance
Acquisition Commands

FORCEnet Chief Engineer/SPAWAR
Guidance
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Acquisition Roles
FORCEnet Engineering Authority

[ ASN RDA CHENG Integration and Interoperability Management Plan Ongoing Work ]

PMs

SYSCOM CDRs

PMs

DRPMs

Systems engineering  
staff supervision
FORCEnet engineering 
staff supervision

Acquisition line supervision

Assumes SYSCOM CHENGs provide 
systems engineering staff supervision for 

PEO/MDAs affiliated with their parent 
SYSCOM.  Otherwise, FN Deputy 

CHENGs provide support to PEO/MDA 
CHENGsand PMs.

PEOs   

ASN(RDA)

EMWS. SHIELDS. STRIKE S. BASINGS. ENTERP.

FN Deputy CHENGs*

Common FN 
Infrastructure Lead Eng

*Alignments are notional and for illustration only.

S. WARRIOR

MCSC

NAVAIR

NAVSUP

NAVSEA

SPAWAR

NAVFAC

SYSCOM 
CHENGS

COMSPAWAR

COMNAVAIR,
COMNAVSEA

ADDU

Fn CHENG

RDA CHENG
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FORCEnet CHENG          
Responsibilities [ASN RDA Memo]

a. Provide Overall FORCEnet Technical Guidance
b. Develop Integrated Architecture (SV/TV)
c. Manage FORCEnet Data Base
d. Lead Fn/C4I Virtual SYSCOM
e. Participate in I & I Management Plan Development
f. Leads I & I Validation of FORCEnet FoS
g. Coord Acq Community FORCEnet Experimentation
h. Integrate with GIG/Multinational Architectures
i. Lead FORCEnet Outreach in Industry Forums
j. Serve As FORCEnet Technical Authority
k. Guide/Support/Oversee FORCEnet Test &  Cert
l. Coordinate Development of Common Data Model
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FORCEnet Technical 
Reference Guide

FORCEnet
Technical Reference Guide

for Program Managers
Office of the FORCEnet Chief Engineer

SPAWAR 05
Distribution D: Distribution authorized to the Department of Defense and U.S. DoD contractors only (Operational Use) 18 November 2003. Other requests 
shall be referred to the Space and Naval Warfare Systems Command Office (Architecture and Standards SPAWAR Code 05) or Public Affairs and Corporate 
Communications Office (SPAWAR 00P).  This document is EXEMPT FROM MANDATORY DISCLOSURE under 5 USC 552 (b)(2)

Version 1.0
JUN 2005

A
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Human Systems 
Integration Guidance

A
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Architecture and 
Standards

FORCEnet Architecture & 
Standards Volume I (Cont)
5.0 FORCEnet Functional Architecture

5.1 DoD Architecture Framework Document
5.2 Mission Capability Packages
5.3 Communications and Networks 
5.4 Intelligence, Surveillance, and Reconnaissance (ISR)
5.5 Distributed Services, Common Operational and Tactical

6.0 Implementation Reference Mission
6.1 SEA STRIKE
6.2 SEA SHIELD
6.3 SEA BASE
6.4 FORCEnet

Appendices
Appendix A AV-1 
Appendix B  ICD – FORCEnet Capabilities
Appendix C FORCEnet Service Category Definitions
Appendix D Allied and Coalition FORCEnet Architecture
Appendix E Human Systems Integration
Appendix F FORCEnet System Descriptions
Appendix G SP-21 Pillar POR Standards Compliance
Appendix H List of Acronyms
Appendix I References

Statement A: Approved for public release; distribution is unlimited (4/20/04)

FORCEnet Architecture & 
Standards Volume I

Table of Contents:
1.0 FORCEnet Definition

1.1 FORCEnet Objective-Transformation
1.2 Architecture Overview

2.0 Background
2.1 Sea Power 21 Pillars
2.2 FORCEnet Precepts
2.3 FORCEnet Architectural Scope
2.4 FORCEnet Development Process
2.5 FORCEnet Architecture Approach

3.0 FORCEnet Requirements
3.1 Operational View (OV-1)
3.2 Initial Capabilities Document (ICD)
3.3 Fleet Capability Needs

4.0 FORCEnet Drivers
4.1 DoD Drivers
4.2 Naval
4.3 Commercial Technology Update
4.4 Allied/Coalition Interoperability

Architecture & Standards 
Volume I  

Operational & Systems View 

 

Office of the Chief Engineer 

SPAWAR 05 
 

 

 

 

Distribution D: Distribution authorized to the Department of Defense and U.S. DoD 
contractors only (Operational Use) 03 November 2003.  
Other requests shall be referred to the Space and Naval W arfare Systems Command Office 
(Architecture and Standards SPAW AR Code 052) or Public Affairs and Corporate 
Communications Office (SPAW AR 00P). 

“Destruction Notice”  - For unclassified, limited distribution documents, destroy by any 
m ethod that will prevent disclosure of contents or reconstruction of the document.” 

F O R C E ne t

Version 1.4  30 April 2004

Statement A: Approved for public release; distribution is unlimited (4/20/04)

FORCEnet Architecture & 
Standards Volume II

Table of Contents:
1.0 Executive Summary

1.1 FORCEnet Standards 
1.2 Introduction

2.0 Information processing Standards and Definitions
2.1 Introduction
2.2 Data Formats
2.3 Sensor Systems Interface Standards
2.4 Precision Navigation and Time (PNT)
2.5 Human Systems Integration Standards (HSI)
2.6 Information Assurance Standards
2.7 Information Transfer Standards
2.8 Information Modeling, Metadata and Information 

Exchange Standards
2.9 Unique ISR Standards

Appendices:
Appendix A   List of Acronyms
Appendix B   Standards Specs and Reference Docs
Appendix C   EMC/EME Guidance
Appendix D   FORCEnet Standards Comparison
Appendix E   Distributed Services Profile
Appendix F   FORCEnet Comms and Net Profile
Appendix G   Allied and Interoperability Compliance Profile
Appendix H   ISR Compliance Profile
Appendix I     Node Information Services
Appendix J    Net-Centric Enterprise Solutions for Interoperability 
(NESI)

FO R O FF IC IAL U SE O N LY

 
 
 

F  O RCEnet 
A rchitecture &  Standards 

Volum e II 
Technical View  

 
O ffice  o f the  C hief E ngineer 

SP AW AR  05 
Distribution D: Distribution authorized to the  D epartm ent of D efense and U.S. DoD  
contractors  only (O perational Use) 03 Novem ber 2003. 
O ther requests shall be  re ferred to  the  Space and Naval W arfare  S ystem s Com m and 
O ffice  
(Architecture  and Standards  SPAW AR Code 052) or Public  Affa irs  and Corporate 

F O R C E ne t

Version 1.4  30 April 2004

Statement A: Approved for public release; distribution is unlimited (4/20/04)

B

Other Levels of Guidance
NESI (PEO C4I&S/USAF)
OA (PEO IWS)
CAI (NSSO)
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Data: The FORCEnet 
Implementation Baseline (FIBL)

• Will Become Complete Inventory/“Library” of All 
Programs in the FORCEnet Master Systems List

• Contains System/Program Details, Current and 
Future FORCEnet Implementation Plans 

• Data Could be Filtered to Identify Dependencies 
and Intersection Points Between Systems/ 
Programs for Maximum Leverage 

FORCEnet Implementation Baseline Is the Initial Collaborative 
Effort to Provide an Enterprise Perspective of  Programmatic 

and Technical System Data brought together from a federation 
of repositories into a single view With Tools for Analysis

FORCEnet Implementation Baseline Is the Initial Collaborative 
Effort to Provide an Enterprise Perspective of  Programmatic 

and Technical System Data brought together from a federation 
of repositories into a single view With Tools for Analysis

C,L
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FITS / FIBL IPT
FORCEnet Implementation Tool Suite/
FORCEnet Implementation Baseline

• Confirmed IPT Members
– OPNAV N71 -- NNWC 
– NAVAIR 4.1.1 -- PEO W
– PEO LM&W --PEO C4I & Space
– SPAWAR 05 -- PEO Space Systems
– Negotiating with MOD UK

• Initial Governance Issues 
– Registration, Role, and Access Approval
– FRVB (FITS Requirements Validation 

Board)
– Compliance Criteria
– Roles and Responsibilities within the 

Requirements Process
– Approval Authority

C,L

POC: Dan Green
(dan.green@navy.mil)
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Data Work Efforts
C,L
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Experiments

- 14 -

FORCEnet
UNCLASSIFIED

UNCLASSIFIED  5

JO TNI

S TA FFCH IE FS OF

JWID 1994JWID 1994
Common Operational Picture (COP)
All Source Analysis System   

(ASAS)
Tactical Packet Networks (TPN)
Network Encryption Systems (NES)
Asynchronous Transfer Mode 

switches and routers)
MLS+ Server  PACOM

JWID  1995JWID  1995
Collaborative Contingency 

Targeting
CTAPS (USAF)
Global Broadcasting System
Theater Deployable Comms 

(USAF)
MLS+ Server ACOM

JWID 1996JWID 1996
Joint Total Asset Visibility (JTAV)
COMPASS, 
GCCS COE Validation  

JWID 1997JWID 1997--1998  1998  “Gold  Nuggets”“Gold  Nuggets”
GN -- Common Operational Modeling, 

Planning, & Simulation Strategy 
(COMPASS)

GN -- Increased Compression Engine (ICE)
GN -- Radiant Mercury Imagery Guard 

(RMIG)

Haiti Bosnia

JWID 2000JWID 2000--20012001
Defense Collaborative Tool Set 
(DCTS)
Coalition Portals for Imagery and 
Geospatial Services (CPIGS)
Defense Message System (DMS)
GN-- Silent Runner/GN -- PATROL

JWID Accomplishments

Afghanistan

JWID 1999JWID 1999--RR
CWAN transition to CFBLNET
COP Interface eXchange (CIX), 
eXtensible Markup Language                                      

(XML)  viewing of ATO

JWID 2002JWID 2002
Comprehensive Assessment Methodology
Coalition Vulnerability Analysis Team (CVAT)
Language Translation services
JWID 2003JWID 2003
Coalition Blue Force Tracking
Bi-Directional Language Translation 
PKI Express
Expand Networks- 10 -

FORCEnet

Joint RAPTOR 04-1 – Joint Distributed 
Services (Mar 04)

Joint RAPTOR 04-2 – Joint Tactical 
Situational Awareness (May/June 04)

Joint RAPTOR 04-3 – JEFX Air 
Force/Army Event (Aug 04) (Close Air 
Support, Blue Force Tracking)

Joint RAPTOR 04-4 – GIG
Transformation / Transition (Aug 04)

Joint RAPTOR 04-5 – TST Inter-Service 
Interoperability (TST-PE SIMEX 04-
02)(May 04)

USN / USMC
FORCEnet

USA
LAND WARnet

USAF
C2 Constellation

NSA/IC Network
Testbeds

DISA Teleport
Test Locations

TSAT Testbed (MIT/LL)
• Optical Comm Testbed
• RF Testbed
• Network Testbed

DISA Terrestrial
GIG-BE Test Segments

GIG Testbed
•Optical Core (NRL)
•ATD Net
•BOSSnet

JTRS Testbeds
JTEL

Joint  & Service 
initiative to ensure 
and promote tactical 
interoperability 
between Services 
architectures.

Joint  & Service 
initiative to ensure 
and promote tactical 
interoperability 
between Services 
architectures.

Joint Rapid Architecture Experimentation 
(JRAE)

- 8 -

FORCEnet
TW04 Unit Level Ship BW 

Improvements for Data

300 
kbps

SIPR, NIPR, 
SI

Legacy POTS

With 256 
kbps dual

INMARSAT, 
133% BW 
increase

600 
kbps

SIPR, NIPR, SI 

With BMV,
167% BW 
increase

BMV

SIPR, NIPR, 
SI

INMARSAT

SIPR, NIPR, SI 

With BMV and 
compression 

223% BW 
increase

BMV

SIPR, NIPR, 
SI

Compression 
Virtual BW

INMARSAT

SIPR, NIPR, SI 

BMV

SIPR, NIPR, 
SI

Compression 
Virtual BW

EHF TIP

SIPR, SI only    

SIPR, NIPR, 
SI

Legacy POTS

Legacy
128 kbps

INMARSAT

With BMV, 
compression, 
and EHF TIP, 
up to 490%

BW increase

Dual 
INMARSAT

BMV

Compression

EHF TIP

Percent increase of BW available for data, compared to Legacy 128 kbps INMARSAT

NOTE: EHF TIP bandwidth is 
dynamically allocated among 
subnet members. For TW04, 
USS PEARL HARBOR shared a 
512 kbps subnet with two other 
members. As a transmit/receive 
subnet member, a maximum of 
256 kbps EHF TIP throughput 
could be achieved.450 

kbps

150 
kbps

- 9 -

FORCEnet

Initiatives
• CFMCC SOP for Split staff operations
• Fnet support of Sea Strike
• Collaborative Information Environment
• Cross Domain Solutions
• Multi-Level Thin Client
• AUSCANNZUKUS Participation and CWID 

Technology Transition

Trident Warrior 05
Allied/Coalition Operations

Overview

• COMSECONDFLT Sponsorship
• Execution in December 2005 off the 

US East Coast
• IWI JIMA Expeditionary Strike Group
• Distributed Command Environment

Schedule

• Technology Conference Aug 04
• IPC December 04
• MPC May 05
• LOE July 05
• FPC October 05
• Execution December 05

Trident
Warrior

JRAE

JWID/CWID

G



FORCEnet Implementation

Roadmap efforts (Example)
Fielding Plans (Example)
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NCW Ready Improvement 
Opportunities

FY 12TIME FY 04 FY 05 FY 06 FY 11FY 10FY 09FY 08FY 07

CONSTELLATIONS
DSCS (SLEP)

WGS

AEHF

MUOS

T-SAT

Commercial

DoD IPV6 Goal

GIG-BE (terrestrial comms) Optical Mesh IP Network

TC Terminal

FORCING FUNCTIONS

Teleport Transition to IP

JTRS WNW

Start Fielding TC Terminals

TC QoS, NAF & PCF

FY 14FY 13

DSCS End-of-Life

NCES Block 1NCES/JC2 NCES Block 2

WNW Surrogate WNW Spiral 1

Quality of Service, Network Access Functions & Policy Control Functions

HAIPE 1.0 HAIPE 2.0

100% IPV6IPV4 Transition to IPV6

Integrated GIG

100%50% 75%25%
Teleport Enabling Services: DBA, QoS, Self-Managed Networks

HAIPE (high-speed encryption)

NCES Block 3

100% IPV6

Level 1 Level 2 Level 3

MUOS
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Capability Stepping Stones 
to Net Readiness

Level 1

Initial Services 
Oriented Network 
Architecture 

Ruggedized 
Networks

Double Bandwidth
Improved Coalition 

Operations

Net Connected

Level 3

Remove Bandwidth 
as a Capability Limit

Multi-path 
Transport

Dynamic 
Bandwidth Mgmt

Multi-National 
Information Sharing

One Stop 
Information 
Shopping

Information 
Provided to Operator 
is Relevant, Timely, 
Accurate, and 
Usable

Redundant Paths
Merged Networks

Fully Net Ready

Level 2

Net Enabled
Remove Bandwidth 

as a Capability Limit
Multi-path 

Transport
Improved 

Bandwidth Mgmt
Redundant Paths
Applications 

Migrating to Network
Common 

Enterprise 
Infrastructure

Level 0

IP Reach Back
Local Area Ntwks
Wideband Receive
RF Management
Survivable comms

Full IT21 – Online

Today FY07 FY10 FY14

FORCEnet Level 0 FORCEnet Level 1 FORCEnet Level 2 FORCEnet Level 3
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Summary

• FORCEnet is firmly grounded in Naval Doctrine 
and Policy as well as Statutes

• FORCEnet is the Naval element of DoD’s future 
vision

• FORCEnet encompasses all aspects of Naval 
Operations – afloat and ashore, tactical and non-
tactical, seabed to space

• FORCEnet is evolutionary, but not a Program of 
Record; technically based, but not a specific 
technology

• FORCEnet allows us to transform information 
into combat power
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FORCEnet 
involvement

• FORCEnet affects all of us
– Operational aspects (how we do our 

mission)
– Technical aspects (standards we must 

follow, design considerations)
• FORCEnet should shape your work

– Align with the Operational Construct and 
Architectural Framework

• “Get into the arena”
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